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Phishing emails are designed to trick you into clicking harmful links or giving up personal info. We’ve seen a
rise in phishing attempts around holidays, as scammers know you’re busy and may let your guard down.
Here’s how to stay protected:

How to Stay Safe:
Be cautious of unfamiliar senders or unexpected emails.
Look for misspellings or odd formatting in the sender’s name, subject, or content.
Hover over links before clicking to check where they lead.
Avoid downloading attachments unless you’re expecting them.
Never share login credentials, payment info, or personal details over email.
Be wary of urgent or threatening language — it’s a common phishing tactic.

If You Suspect a Phishing Attempt:
Forward it to postmaster@thryv.com.
Report it using your email provider’s “Report Phishing” option.

We’re committed to helping keep your business secure. If you have questions or concerns, please reach
out. Stay safe out there.


